
KEY FEATURES

• Anti-virus + anti-spyware
• Ad-Watch Live! Expert  

real-time protection
• Genocode detection 

technology
• Behavior-based heuristics 

detection
• Rootkit removal system
• Do Not Disturb Mode
• The Scheduler
• The Neutralizer malware 

removal tool
• Download Guard for Internet 

Explorer
• Minimal strain on resources
• Simple Mode/Advanced Mode
• Customizable profile scans
• Pin-point file scans
• External drive scans
• Lavasoft SmartSet
• Automatic threat updates

• Free technical support

SYSTEM REQUIREMENTS

•	 Processor: P733 MHz or better

•	 RAM: Minimum 512 MB

•	 Free	hard	disk	space: 300 MB 
free space recommended

•	 Operating	Systems:	
Windows 7	(32 and 64-bit) 
Windows Vista (32 and 64-bit), 
Windows XP (32-bit),  
Windows 2000 Pro
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Complete	Malware	Protection
A power-packed combination of our pioneer anti-spyware technology together with traditional 
anti-virus to provide comprehensive malware protection, including protection against virus, 
spyware, blended malware, Trojans, rootkits, hijackers, keyloggers, and much more.

Do	Not	Disturb	Mode
Stay protected while playing games or watching movies online in full screen mode – without 
the annoying interruptions or strain on system resources that other security software programs 
cause. Do Not Disturb Mode suspends security alerts, system scans and auto-updates while you 
are working or playing, without compromising security.

Minimal	Strain	on	System	Resources
Need for speed? Improvements to computer resource usage mean you have protection that 
won’t slow your computer down. 

Ad-Watch	Live!	Expert
Ad-Watch Live! Expert gives you an additional layer of security by blocking connections to 
blacklisted IP addresses. It also adds process protection including behavior-based heuristics 
scanning, registry protection, and real-time network protection – without the strain on system 
resources.

Genocode	Detection	Technology
Based on heuristics, Genocode allows Ad-Aware to stay one step ahead of today’s ever-evolving 
threats, as well as threats that have not yet been created, to stop malware before it can attack 
your personal information. 

The	Scheduler
Automatic scans set to your personalized schedule optimize time and resources. If used in 
combination with Lavasoft SmartSet, all you have to do is ‘set and forget’.

  K E Y   F E A T U R E S  

Fraud, thievery and malware are running rampant in online games and virtual 
worlds.  Between November 2008 and August 2009, the amount of threats in one 
family of malware aimed specifically at plundering passwords and harvesting  
log-in details from online gamers increased by over 600 percent, according to 
Lavasoft Malware Labs.  
 
Gamers and online entertainment fans struggling to find the right security solutions 
to keep them safe while they spend long periods of time connected to the Internet 
need to look no further. Ad-Aware Game Edition offers complete malware protection, 
that won’t get in your way – no interruptions, no breaks in security, and no bogging 
down of your machine’s resources. Stop worrying about your security, and get your 
head back in the game…game on!

Who’s Playing You?

Ad-Aware
anti-virus + anti-spyware + anti-rootkit

Internet Security



 Online gaming has become a massive industry over the last decade. 
Industry statistics tell us that in 2008, Western consumers, alone, spent over 
$1.4 billion on gaming subscriptions. With so many users and so much 
money involved, malware writers have the perfect opportunity to cash in 
on online games and virtual worlds.

Albin	Bodahl,	malware	analyst	at	Lavasoft	Malware	Labs

According to Lavasoft Malware Labs, between November 2008 and 
August 2009, the amount of unique threat signatures added to the Win32.
TrojanPWS.Onlinegames family of threats – made up of malware aimed 
specifically at plundering passwords and harvesting log-in details from 
online gamers – increased by over 600 percent.


